
dema.delaware.gov

preparednessgrants@delaware.gov

All applicants must submit a vulnerability risk assessment
specific to the location/facility for which they are applying.
Self-assessment tools and resources are available from
Delaware Information and Analysis Center (DIAC) and the
Cybersecurity & Infrastructure Security Agency (CISA).
CISA: Faith-Based Organizations and Houses of Worship  

 Guide and Self-Assessment Tool

DIAC:  Vulnerability Self-Assessment Tool

UNIQUE ENTITY IDENTIFICATION (UEI) NUMBER 

To prevent, prepare for, protect against 
and respond to terrorist attacks

CONTACT:
Nicole Carey &
Chanel Daniels
Delaware Emergency 
Management Agency

Registered nonprofits at risk 
of a terrorist attack can apply for up 

to $150,000 per facility or location, up to 
three sites, for target hardening and activities

that enhance physical security or cybersecurity.

(302) 659-3362

165 Brick Store Landing Rd.
Smyrna, Delaware 19977

REQUIREMENTS TO APPLY
Interested applicants are urged to complete the
items below as soon as possible to allow time for
completion before applying for the NSGP grant.

Nonprofit Security Grant Program

VULNERABILITY RISK ASSSESSMENT 

The UEI is a 12-character alphanumerical ID assigned by
the federal System for Award Management (SAM) website
at SAM.gov. If an entity has already registered in SAM.gov
(active or not), the UEI is viewable at SAM.gov. For new
applicants registering for the first time, the Unique Entity
ID is automatically generated during registration. 

QR Code for 
DIAC Toolkit

Find us on Social Media: @DelawareEMA

mailto:preparednessgrants@delaware.gov
https://dediac.org/default.aspx/MenuItemID/59/MenuGroup/DIAC+Public+Home.htm
http://cisa.gov/
http://cisa.gov/
https://www.cisa.gov/topics/physical-security/protecting-houses-worship/resources
https://www.cisa.gov/houses-of-worship
https://dediac.org/default.aspx/MenuItemID/59/MenuGroup/DIAC+Public+Home.htm
http://de.gov/diacassessment
http://de.gov/diacassessment
https://sam.gov/
https://sam.gov/

